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Electronic Cargo Seals 
 



 
 

 -153-  

 



 
 

 -154-  

 



 
 

 -155-  

 



 
 

 -156-  

 
 



 
 

 -157-  

 

 
 

CONTACT BUTTON MEMORY 
 

 
 
CGM, SECURITY SOLUTIONS, INC. presents the Patented Button Memory Seal system, a 
unique method of maintaining and updating asset information as part of a container or trailer 
sealing system. 
 
Contact Memory Buttons (CMB) are rugged, battery-free, updateable data storage devices. They 
exceed MilSpec 810E. They can operate error free for 40 additional years with each touch. Our 
memory buttons operate for unlimited reads and 1 million write cycles, typically making 
them outlast the asset they are affixed to. 
 
As compact as the eraser on a pencil, CMB range in size from 5.6mm (shirt button size) to 28.6 
mm (around the size of a thumbprint), and can carry as much as 8MB. Each CMB is assigned a 
non-changeable unique serial number. When attached to an asset or location buttons serve as 
both an identifier and an updateable logbook for the specific asset (or location). CMB allows an 
asset to be tracked electronically eliminating time spent on hand data entry and human error. 
 
When applied to a sea container and then to a Navalock MKIIB cable, you have the ability to 
correlate the seal to the container (box) while allowing the memory button to fill out all 
necessary documents error free. Ports can use the button to check contents for incoming freight. 
Buttons help comply with the 24 hour rule as no further time on task is needed to re-write bills of 
lading data or correlate container contents! 
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Cost saving in paperwork benefit carriers, ports, shippers and receivers and save far more in 
labor that the cost of the button and lock combination!  
 
The CMB is a battery free, read/write tool designed for survival in extreme environments 
including military; aerospace, utility, transportation, and industrial applications. Compact and 
inconspicuous, CMB is easily attached to your property, and enables you to simply and clearly 
manage the tracking, inspection, recovery and maintenance of your assets. 
 
Button Memory is easily read or updated with the ButtonLink, the ButtonLaser, or the Graphic 
Button Reader. The Buttonlink easily connects to any standard laptop or PC, as well as a range 
of handheld PDAs. Buttons use NO proprietary software and work in a simple Windows 
environment. They will operate with any standard PDA. The ButtonLink probe is touched to the 
CMB and the data is transferred electronically to your PC, PDA or whichever device you prefer. 
Any device with a USB or Parallel port will support the use of memory buttons. Writing to the 
button is just as easy, simply update the information and touch the probe to the button again to 
refresh the data. The ButtonLink can read a 32K CMB in less than 2 seconds with a USB 
interface, rendering time-consuming hand-written records obsolete.  
 
CMBs can also be read with the ButtonLaser, CGM's own multifunctional, palm-sized portable 
data collector or the graphic ButtonReader. The ButtonLaser allows you to read/write data to and 
from the CMB. It also enables buttons and barcodes to be used interchangeably in the same 
application giving you the flexibility to select the most appropriate identification technology for 
your needs. ButtonLaser can be programmed with MacSemas easy to use Hierarchy Application 
Generator or build your own customized applications. The ButtonReader supports CMB 
applications as well, it is designed for ease of use, allowing you to read/write data, scroll through 
existing information, and allows for copied data to be easily transferred to your PC.  
 
The Contact MemoryButton technology has been successfully tested using rigorous military 
standards. ButtonMemory systems are designed to take full advantage of off the shelf software, 
allowing integration with industry standard hardware platforms. Password protection and data 
encryption are designed into the system for even more assurance. MemoryButton technology is a 
significant advance in the way asset data is contained and transported, and offers users the 
infinite opportunity to improve the quality, accuracy and availability of data. 
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CYBER LOCK ELECTRONIC KEY SYSTEM 

 

   
 
 
PRODUCT AND TECHNOLOGY OVERVIEW 
 
CGM Security Solutions now offers the Cyber Lock which is an innovative lock cylinder system 
that easily converts existing mechanical locks into fully functional, PORTABLE and locking 
access control systems. 
• CyberLock electronic cylinders replace standard mechanical cylinders in both portable and 

fixed locks such as padlocks and door locks.  
• No wiring or battery is required at the lock as the power source is in the key and at docking 

stations  
• The keys cannot be duplicated and they are unique to the user.  
• Re-keying is eliminated as a key can be simply reprogrammed therefore losing a key costs 

you the value of the key rather than the value of a complete system or replacement of all 
mechanical locks on the system. 

• Each key can be variably programmed with a list of the locks it can open, at specific dates 
and times and if multiple keys are required to open that lock, the Cyber Lock can be 
programmed with up to 4 keys needed for an opening.  

• All keys and lock retain information on who opened them, when and for how long. 
– Keys can be assigned a begin date and an expiration date 
– An audit trail is recorded in both the locks and the keys, which is then 

uplinked to software through fixed or portable docking stations. 
– One key opens doorways, cabinets, padlocks, cash drawers, and vending machines.  
– They also capture unauthorized attempted openings.  
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The CyberLock cam lock can also be installed in file cabinets, secured doors and drawers. The 6-
pin and IC cylinders install in any padlocks and cabinet locks, and the T-handle cylinders in 
vending machines, making the system both versatile and user friendly 
. 
The Cyber Lock is designed for both indoor and outdoor applications. Lock choices and use 
environments make the technology flexible enough for the harshest settings. The durable Cyber 
Lock tracks and controls access to outside entrances, gates, computer rooms, padlocked items, 
cash drawers, jewelry cases, freight trucks, ignitions and vending cash collection routes. 
 
Dual Audit Report  
A log of each access event--user ID, date, and time--is stored in both the lock cylinder and the 
user key, providing a comprehensive history of every use. The cylinder stores the most recent 
1100 access events, and the key stores the most recent 1150 events. These access events are 
transferred to the computer using the CyberKey base station, which connects to the serial port of 
the PC.  
 
CyberAudit Software--Easy!  
CyberAudit software for the PC is your tool for creating your access control system. Manage 
locks and keys, define user access privileges, create master keys and reset keys, and view a log 
of audit events from your PC. You can even keep a file of information on each key holder in 
your system. Program information is sent from the PC to the locks and keys in your system using 
the CyberKey base station. 
 
Sample Data  
High-Security Features 
The CyberLock hardware includes many advanced design features to ensure your security. Since 
there is no keyway in the lock, it cannot be picked like a mechanical lock. The cylinder resists 
blows and forced rotation, and remains in the locked position if vandalized. 
 
CyberAudit software also provides high-security features. A lock can be set to require more than 
one authorized key before it will open. A list of blocked keys can be stored in each cylinder for 
when a key is lost or stolen, eliminating re-keying. A reset key allows you to electronically reset 
the passwords in your locks and keys if the security of your system is compromised. And, you 
can define expiration dates for each key for additional key control or to provide temporary 
access. 
 
The Cyber access Control system requires proprietary software in a standard network. Cyber 
systems are hard wired for the access control portion. Please call for prices and available designs. 
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SENTRY SENSOR 

 

 
 
The Sentry Sensor is an electronic data logging and door monitoring seal. This sensing system 
operates covertly within any metal, wood or plastic enclosure. It can be electronically monitored 
for surreptitious openings of the enclosure from up to 500 yards away. The enclosure can be a 
sea freight cargo container, rail car, truck body, tote or other specially designed enclosures 
typically used for containment of cage during transit. Additionally, due to the portability of the 
system, it may be used for room sweeps, warehouse door monitors, cargo storage cages, 
electrical switch boxes, manhole covers or any application where entry or exit through a 
doorway needs to be monitored. The unit can retain up to 250 events in it memory per use and 
the simple user friendly software operates in a windows environment. 
 
The system gives users the ability to customize the door seal component for each user by 
programming a unique number into it prior to installation. The seal is activated when the door is 
shut creating a secure environment for the enclosure as it moves through transit. Once activated, 
the sensor will monitor, log, and transmit all openings, temperature variations and other default 
information to a receiving unit. 
 
All loggers, door seals, and receiving units are interchangeable and each individual is battery 
operated. The logger is programmed to shut down when not receiving a signal from the seal or 
the inspection device, allowing the battery to operate for up to eight months.  
 
Once the system is activated as a result of an opening, the unit will record the event for later 
monitoring. Optionally, it will call the user via an internal cell phone to advise you of the event 
in real time. It can also interface with an onboard GPS unit to report the position of the vehicle 
upon opening. No data can be changed and no software exists that allows data to be corrupted or 
falsified. 
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When the enclosure arrives at its destination and prior to accepting the cargo in good order, the 
recipient can easily monitor it for openings from the outside of the container. Once the logger is 
recovered, the historical information can be downloaded and retained for evidence. If the 
interrogation unit reflects an opening, it responds with the word ALARM. If the unit has been 
removed from the enclosure the inspection unit shows NO SIGNAL RECEIVED. If the 
enclosure is unopened and secure the response is NO FAULTS FOUND. 
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